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WHO’s GETTING HACKED? 
Airports, Aerospace companies, Banks, eCommerce, 
Entertainment companies, Governments, Hacking service 
providers, Hospitals, IT companies, Insurance companies, 
Military agencies, Municipalities, Nuclear power plants, Oil 
companies, Police departments, Retailers, Schools, Stock 
exchanges, Super-secret agencies, Tax departments, Telecom 
giants, Universities…..
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WHAT’S GETTING HACKED? 
Airplanes, Apps, ATM machines, Baby monitors, Bank accounts, 
Biometric devices, Bitcoin wallets, Browsers, Cars, CCTV cameras, 
Dating sites & apps, Drones, Email accounts, Facebook pages, 
Gaming consoles, Health trackers, Laptops, Medical devices, 
Power plants, Routers, Self aiming rifles, Share trading accounts, 
Smart-watches, Smartphones, Tablets, Websites, Wifi networks….
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WHAT’S it costing? 
The global cost of cyber crime is estimated to be 
more than $100 billion a year.



The last 2 years have seen some of the world's 
largest institutions fall prey to cyber crime - JP 
Morgan Chase, Sony, AT&T, eBay, Google, Apple, 
Dairy Queen International, Domino's Pizza and half 
of the South Korean population!
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WHO WE ARE 
Born in 1999, Asian School of 
Cyber Laws is a global pioneer in 
cyber law and cyber crime 
investigation. We work with 
Governments, Corporates, and 
Enforcement agencies across the 
world.



We are registered in India as 
a not-for-profit society and public 
charitable trust. 
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What we do 
We conduct courses, training 
programs & conferences in cyber 
law & cyber crime investigation.



 We build technologies for 
tackling cyber crime and other 
cases involving digital evidence.
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International Training Programs 
We have conducted training programs for Government, Police and 
Corporate sponsored professionals from Malaysia, Japan, South Korea, 
China, Singapore, Malaysia, Hong Kong, Mauritius, Nepal, UAE, 
Philippines, USA, UK, Thailand, Ghana.
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International Events 
We were part of the Organizing Committee for 
the World Congress on Informatics and Law at 
Spain (2002), Cuba (2003), Peru (2004).
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Global Cyber Law Database 
We maintain the Global Cyber Law Database, an online 
repository of cyber related laws of 50+ countries around the 
globe.
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ASCL Computer Crime & Abuse Report 
ASCL Computer Crime & Abuse Report (India) is the only study of its kind 
quoted by the United Nations in its E-commerce & Development Report (2003). 
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Special presentation 
We were invited to make a presentation on 
"Indian Legal Position on Cyber Terrorism, 
Encryption and Preventive Measures", on 
behalf of the Karnataka Police, for Otto Schily, 
Interior Minister, Federal Republic of Germany. 
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Drafting rules & regulations 
We have assisted the Government of India in framing draft rules 
and regulations under the Information Technology Act.



We have assisted the Controller of Certifying Authorities in 
drafting regulations relating to the recognition of foreign 
certifying authorities.



We have also drafted the model rules for “Code of Conduct 
and Practices to be adopted for the functioning of Cyber Cafes / 
Chat Room centers”.
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Cyber Investigation 
We have assisted the Indian Army, Indian 
police, Central Bureau of Investigation in 
matters relating to cyber investigation.




a 

 
 

Indian Training Programs 
We have conducted training programs for various 
national level Government bodies including:

+ National Police Academy 

+ North Eastern Police Academy

+ National Academy of Direct Taxes, 

+ National Institute of Bank Management, 

+ National Insurance Academy, 

+ Vaikunth Mehta National Institute of Cooperative 
Management 

+ Securities & Exchange Board of India (SEBI).
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Government Law College, Mumbai 
We have been conducting the Diploma in Cyber Law along with 
Government Law College Mumbai (GLC) since 2004. Founded in 1855, 
GLC is the oldest law school in Asia dating even prior to the University of 
Mumbai.



 In the last 12 years it has been completed by more than 20,000 
participants including Judges, Police Officers, Lawyers, IT professionals 
and students.
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Special Publications 
Law enforcement personnel in India and 
abroad extensively use our Cyber Crime 
Investigation Manual. (First edition 2002, 
Fifth edition – scheduled for 2016)



Times of India (the world's largest selling 
English newspaper) has referred to it as a 
bible for Cyber Crime Investigators.
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Recent Police Trainings 
Online Training of 800 Class 1 Police Officers of 
Gujarat in Cyber Crime, Cyber Crime Investigation 
and Cyber Security.



The first batch has started on July 2014 and 
the last batch is scheduled for January 2016. 



43 officers of the Mumbai Police have recently 
completed a course in Cyber Crime Investigation, 
Cyber Forensics, Cyber Security & Cyber Law.
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Special Events 
We provided academic support to 
the National Consultation meeting 
on Enforcement of Cyber Law 
held at New Delhi on 31st January 
2010. 



 This meeting was organized 
by National Project Committee on 
Enforcement of Cyber Law 
(Supreme Court of India).
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COIN 

The Collaborative Online Investigative Network (COIN) has 
been conceptualized by us with inputs and encouragement 
from the Government of Maharashtra.



 COIN was launched by the Hon'ble Chief Minister of 
Maharashtra on 27th July, 2015. 



 COIN is an interactive platform empowering the world's 
enforcement agencies to tackle cyber crime & other cases 
involving digital evidence. 
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C4 Conference, 2015 
The c4 Conference on Cyber Crime Control, 
2015 was organized on 27, 28 July, 2015 
by:

+ Home Department, Govt. of Maharashtra

+ Cyber Crime Wing of the Mumbai Police

+ IIT Bombay

+ Asian School of Cyber Laws



c4 was inaugurated by the Hon'ble Chief 
Minister of Maharashtra. 
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Social initiatives 
More than 50,000 people have 
benefitted from our free courses in 
Cyber Law, Cyber Crime Protection, 
Cyber Forensics, Data Privacy Law, 
Cyber Security Fundamentals.



DP-43 is an Free Online Tool for 
c h e c k i n g D a t a P r i v a c y L a w 
Compliance. 



ASCL Cyber Crime Helpline is a 
free online service for netizens of the 
world. 






a 

 
 

Cyber smart maharashtra 
As part of our vision of a Cyber Smart Maharashtra, we 
have build a free online Marathi course in Cyber Crime 
Protection.



 The Marathi book for this was launched by the 
Hon'ble Chief Minister of Maharashtra on 27th July, 2015. 
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Contact us 
Asian School of Cyber Laws

#410, Supreme Headquarters,

Mumbai-Bangalore Highway,

Near Audi Showroom,

Baner, Pune - 411045 (INDIA)



Phone: (91) 9225548601 / 02



Email: info@asianlaws.org

Web: www.asianlaws.org 



