Cyber Crime
Prosecution & Defence
DID YOU KNOW?

• 5,035 cyber crime FIRs were registered in Bengaluru in 2018.

• Mumbai saw almost 3,000 cyber crime FIRs.

• Almost 16,000 Indian websites were hacked in 2018.

• Over 2,300 social media URLs were blocked or removed by the Indian Government in 2018 u/s 69A of the Information Technology Act.

• Cyber Terrorism is punishable with life imprisonment under the Information Technology Act.

• The Indian Penal Code (as amended by the Information Technology Act) penalizes several cyber crimes. These include forgery of electronic records, cyber frauds, destroying electronic evidence etc.
• Cyber Crime Prosecution & Defence is an expert level 6-month digital mode course conducted by Asian School of Cyber Laws™ (ASCL).

• Born in 1999, ASCL has assisted the Government of India in framing draft rules and regulations under the Information Technology Act.
Course details

Course fee
Rs. 10,000

Eligibility
Graduate in any discipline.

Courseware
Course material is provided in digital form.

Mode
Digital mode. You will receive 1-year access to the ASCL Digital Learning Platform which can be accessed on your smartphone and computer.

Certification
Awarded by Asian School of Cyber Laws.

Course credits
This is a 3 credit course and students are expected to finish it in 45 hours.

Assessments
Online tests totaling 100 marks. Score at least 70% to pass.
Course syllabus

1. Information Technology Act & other relevant laws
2. Judicial, quasi-judicial & investigative framework
3. Relevant entities, terms & concepts
4. Penalties under the Information Technology Act
5. Offences under the Information Technology Act
6. Understanding cyber crimes
7. Cyber Crime Prosecution & Defence
8. Cyber Crime Case Law
9. Global Cyber Crime Law - 1 (Antigua, Australia, Canada, EU, GCC)
10. Global Cyber Crime Law - 2 (Japan, Malaysia, Singapore, UK, USA)
Asian School of Cyber Laws

1. We have assisted the Government of India in framing draft rules and regulations under the Information Technology Act.

2. Law enforcement personnel in India and abroad extensively use our Cyber Crime Investigation Manual. This was one of the first of its kind manuals in the world. Times of India (the world's largest selling English newspaper) has referred to it as a bible for Cyber Crime Investigators.

3. We have assisted the Controller of Certifying Authorities in drafting regulations relating to the recognition of foreign certifying authorities.

4. A public interest litigation filed by our students led to the appointment of Adjudicating Officers to decide the fate of cyber crime cases.
5. We have assisted the Indian Army, various branches of the Indian police and the Central Bureau of Investigation in matters relating to cyber investigation.

6. We were part of the Organizing Committee for the World Congress on Informatics and Law at Spain (2002), Cuba (2003) and Peru (2004).


8. We conducted the c4 - Conference on Cyber Crime Control, 2015 co-organized by Home Dept, Govt. of Maharashtra, Mumbai Police, IIT Bombay.

9. We maintain the Global Cyber Law Database, an online repository of cyber related laws of major countries around the globe.

10. We developed the world’s smallest cyber crime investigation device code-named pCHIP.

11. Thousands of students have benefitted from our free online programs in cyberlaw, intellectual property law and Data Privacy Law in India.

12. We have provided academic support to the National Consultation meeting on Enforcement of Cyber Law organized by National Project Committee on Enforcement of Cyber Law (Supreme Court of India).
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